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Announcements

Announcements

I hope everyone did well on the second quiz.

I repeat that you have one week from the time that any graded
material is returned to request a regrade. The request must be
specific indicating why you believe the grade is not a proper
assessment of your solution.

I do ask you to understand that grading most questions can be
subjective to some extent. If you received say a 6/10 and think you
should have received a 7/10 for a particular question, it is very unlikely
to change your final grade. But we do want you to get proper credit
for reasonable solutions and to undertsatnd why your solution may or
may not be clear. So that is why we entertain grade change requests.

The final assignment is due December 3 at 8AM.
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This weeks agenda
We will first finish up complexity based cryptograph and then try to
get to social networks quickly.
The social network question on Assignment A4 is mainly a thought
question so you should be able to provide reasonable answers based
on your own experience and the indicated W11 slides.
We begin a discussion of graphs/networks in general and social
networks in particular
Given that we only have two weeks left in the term and I have a
question on social networks in Assignment 4, I am providing an
“appendix” of graph/networks definitions with examples starting on
slide 41. I will call attetion to any concepts or definitions needed in
the discussion of social-networks. If you have any question about
social networks raise them in class, or on piazza.
The undergraduate Easley and Kleinberg textbook “Networks,
Crowds, and Markets: Reasoning about a Highly Connected World” is
an excellent text for understanding the importance of network
concepts and applications. We teach an undergraduate course
CSC303 devoted to social networks. 3 / 42



The basic idea of public key encryption
Public key encryption was introduced by Diffie and Hellman, and a
particular method (RSA) was created by Rivest, Shamir and Adelman.

The basic idea is that in order for Alice (or anyone) to send Bob a
message, Bob is going to create two related keys, a public key allowing
Alice to send an encrypted mesasage to Bob, and a private key that allows
Bob to decrypt Alice’s message.

Public key encryption is different, because it splits the key up into a public key for encryption and a secret key for
decryption. It's not possible to determine the secret key from the public key. In the diagram, Bob generates a pair of
keys and tells everybody (including Eve) his public key, while only he knows his secret key. Anyone can use Bob's
public key to send him an encrypted message, but only Bob knows the secret key to decrypt it. This scheme allows
Alice and Bob to communicate in secret without having to meet.

However, if Eve can tamper with Alice and Bob's communication as well as passively listening, she could
substitute her public key for Bob's, and then decrypt Alice's messages using her own private key. The practicalities
section explains how problems like this are avoided.

© 1998 - 2012 Paul Johnston, distributed under the BSD License   Updated:13 Jul 2009

Paj's Home: Cryptography: RSA: Introduction http://pajhome.org.uk/crypt/rsa/intro.html

2 of 2 2020-11-16, 10:15 a.m.

Figure: Diagram of public key encryption. Figure taken from Paul Johnston notes
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The RSA method
Bob wants to generate two keys, a public key e,N and a private key d .
The claim is that it is hard on average to find d given e and N. Bob
chooses N = p · q for two large primes p, q (which for defining “on
average” may satisfy some constraint).

Bob will choose the public e such that gcd(e, φ(N)) = 1 where
φ(N) = φ(pq) = (p − 1)(q − 1). φ(N) is called the Euler totient function
which is equal to the number integers less than N that are relatively prime
to N. gcd(a, b) = 1 means that a and b are relatively prime (i.e. have no
common proper factors).

Alice encodes a message M by computing Me mod N.

Hiding some mathematics, BOB can compute a d such that de = 1 mod
(p − 1)(q − 1) since Bob knows p and q. But without knowing p, q,
finding d becomes computationally difficult.

Hiding some more mathematics, it will follow that Mde = M (mod N) for
any message M. That is, Bob decrypts a cypher text C by the function
Cd mod N. 5 / 42



What mathematical facts do we need to know.

The main mathematical facts are :

1 There are sufficiently many prime numbers in any range so one can
just randomly try to diffent numbers and test if they are prime.

2 aφ(N) = 1 mod N for any a such that gcd(a,N) = 1 As a special
case, ap−1 = 1 mod p for any prime p and a not a multiple of p. So
we have M(p−1)(q−1) = 1 mod N.

3 If gcd(a, b) = 1 then there exists s and t such that sa + tb = 1. In
the RSA algorithm, we can let a = e and b = (p − 1)(q − 1). Then s
will become the d we need for decryption. That is
de + t(p − 1)(q − 1) = 1.

4 It follows then that
Mde = M1−t(p−1)(q−1) = M ·M−t(p−1)(q=1) = M mod (p− 1)(q− 1).
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What computational facts do we need to know?
1 The extended Euclidean algorithm can efficiently compute an s and t

such that sa + tb = gcd(a, b)
2 ak mod N can be computed efficiently for any a, k,N.
3 We can efficiently determine if a number p is prime.

In practice, public keys e are chosen to be reasonably small so that
encryption can be made more efficient.

Note that we have been assuming that an adversary EVE (i.e., is just
eavesdropping) and not changing messages. That is, EVE just wants to
learn the message or something about the message. If EVE could change
messages then EVE could pretend to be BOB. So one needs some sort of a
public key infrastructure.

Note that if EVE knows that the message M was one a few possibilities,
then EVE can try each of the possibilities; that is compute MemodN for
each possible M to see what message was being sent. So here is where
randomness can be used. We can pad or interspers random bits in the
plain text M so that the message being sent becomes some one of many
random messages M ′. 7 / 42



WARNING: Real world cryptography is sophisticated
Complexity based cryptography requires careful consideration of the
definitions and what precise assumptions are being made.

Complexity based cryptography has led to many important practical
protocols and there are a number of theorems. Fortunatley, many
complexity assumptions turn out to be equivalent.
In the Rackoff notes, the following theorem is stated as the fundamental
theorem of cryptography. (To make this result precise, one needs precise
definitions which we are omitting.)
Theorem: The following are equivalent:

It is possible to do “computationally secure sessions”
There exists pseudo-random generators; that is, create strings that
comoutationally look random)
There exist one way functions f ; that is functions such that f (x) is
easy to compute but given f (x) it is hard to find a z such that
f (z) = f (x). Here “hard to find” means not computable in
polynomial time.
There exist computationally secure digital signature schemes.
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The discrete log function

RSA is based on the assumed difficulty of factoring. Another assumption
that is widely used in cryptography is the discrete log function. Again, we
need some facts from number theory.

Let p be a large prime.

Z∗p denotes the set of integers {1, 2, . . . , p − 1} under the operations
of +,−, · mod p is a field. In particular, for every a ∈ Z∗p, there
exists a b ∈ Z∗p such that a · b = 1; i.e., b = a−1 mod p.

Moroever, Z∗p is cyclic. That is, there exists a g ∈ Z∗p such that
{1, g , g2, g3, . . . gp−2} mod p = Z∗p . Recall, as a special case of the
Euler totient function, ap−1 = 1 mod p.

The assumption is that given (g , p, g x mod p), it is computationally
difficult to find x . This is another example (factoring can also be an
example) of a one-way function. In fact the discrete log function is a
one-way permutation.
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A pseudo random generator

We started off our discussion of complexity based cryptpgraphy by noting
that randomness is essential. We have also noted that it is not clear (or at
what cost) one can obtain strings that “look like” truly random strings.

A pseudo random generator G is a deterministic function
G : {0, 1}k → {0, 1}` for ` > k . When ` is exponential in k, G is called a
pseudo random function generator. For now, lets even see how to be able
to have ` = k + 1.

The random input string s ∈ {0, 1}k is called the seed and the goal is that
r = G (s) should be “computationally indistinguishable” from a truly
random string in t = {0, 1}`. This means that no polynomial time
algorithm can distinguish between r and t with probability better than
1
2 + ε for any ε > 0. (Here I am being sloppy about the quantification but
hopefully the idea is clear.)
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A pseudo random generator continued

On the previous slide there was a claim that having a pseudo random
generator is equivalent to having a one-way function.

How can we use (for example, the assumption that the discrete log
function is a one-way function) to construct a pseudo random generator
with ` = k + 1.

The Blum-Micali generator. Assumming the discrete log function is a
one-way function then the following is a pseudo random generator:

Let x0 be a random seed in Z∗p by interpeting (s1, . . . , sk)2 as a binary

number mod p. Let xk+1 = g xk mod p. Define sk+1 = 1 if xk ≤ p−1
2 .

Manual Blum won the Turing award for his contributions to cryptography
and Silvio Micali (along with Shafira Goldwasser) won the Turing award
for interactive zero knowledge proofs. (Note: The authors on the seminal
zero knowledge paper are Goldwasser, Micali, and Rackoff where I am
noting that Charlie Rackoff is a UT DCS Professor Emeritus.)
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What’s in a name? Graphs or Networks?

Networks are graphs with (for some people) different terminology where
graphs have vertices connected by edges, and networks have nodes
connected by links. I do not worry about this “convention”, to the extent
it is really a vague convention without any real significance.

Here is one explanation for the different terminology: We use networks for
settings where we think of links transmitting or transporting “things” (e.g.
information, physical objects, friendship).

Many different types of networks

Social networks

Information networks

Transportation networks

Communication networks

Biological networks (e.g., protein interactions)

Neural networks

12 / 42



Visualizing Networks

nodes: entities (people, countries, companies, organizations, . . . )

links (may be directed or weighted): relationship between entities
I friendship, classmates, did business together, viewed the same web

pages, . . .
I membership in a club, class, political party, . . .

Figure: Initial internet: Dec. 1970 [E&K, Ch.2]
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December 1970 internet visualized geographically
[Heart et al 1978]
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The first social network analysis
In his 1934 book Who Shall Survive: A New Approach to the Problem of
Human Interrelations, Jacob Moreno (Romanian-US psychiatrist)
introduced sociograms and used these graphs/networks to understand
relationships. In one study (that was repeated to test changes) he asked
each child in various elementary grades at a public school to choose two
children to sit next to in class. He used this to study inter-gender
relationships (and other relationships). Here boys are depicted by triangles
and girls by circles.

Moreno’s sociograms, 1934

Reproduced with permission of the copyright owner.  Further reproduction prohibited without permission.

1st grade 4th grade 8th grade
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A closer look at grade 1 in Moreno sociogramEVOLUTION OF GROUPS

Class Structure, 1st Grade

21 hoys and 14 girls. Unchosen, 18, GO, PR, CA, SH, FI, RS, DC, GA.
SM. BB, TS, VVI, KI. TA, HP, SA, SR, KR ; Pairs, 3, EI-GO. WO-CE,
CE-HN; Stars, 5, CE, WO, HC, FA, MB; Chains, 0; Triangles, 0;

Inter-sexual Attractions. 22.

Figure: 21 boys, 14 girls. Directed graph. Every node has out-degree 2. 18
unchosen having in-degree 0. Note also that there are some “stars” with high
in-degree.
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A closer look at grade 4 in Moreno sociogramEVOLUTION OF GROUPS

Class Structure, 4th Grade

17 boys and 16 girls. Unchosen, 6, BP, RY, EL, FA, SI, CF; Pairs, 17,

GR-SI, GR-LI, MR-LN, LN-SM, YL-KN, AB-BA, BA-BR, KI-KN,
AB-PN, FC-VN, BU-CV, LN-WI, LN-MR, BR-MC, BR-RS, WI-MR,
MC-RS; Stars, 2, LN, VN ; Chains, 0; Triangles, 2, BR-RS-MC; LN-

WI-MR ; Intcr-scxual Attractions, 1.

38

Figure: 17 boys, 16 girls. Directed graph with 6 unchosen having in-degree 0.
Moreno depicted his graphs to emphasize inter-gender relations. Note only one
edge from a boy to a girl.
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A closer look at grade 8 in Moreno sociogramEVOLUTION OF GROUPS

Class Structure, 8th Grade

22 boys and 22 girls. Unchosen, 12, KP, GL, SN, LI, SL, MT, KE, SO,

ZL, KI, HA, RA; Pairs, 13, BT-MR, SM-SK, GI-ZF, HF-MM, MM-YD,
HF-YD, ZF-PR, BT-KR, GL-PL, SE-HR, HS-OI, BA-ML, FN-LR,
Stars, 2, SM, PL; Chains, 0; Triangle, 1, HF-MM-YD; Inter-sexual

Attractions, 8.

42

Figure: 22 boys, 22 girls. Directed graph with 12 unchosen having in-degree 0.
Some increase in inter-gender relations. Double stars and circles above line
indicte different “groups”.
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Romantic Relationships [Bearman et al, 2004]

Figure: Dating network in US high school over 18 months.

Illustrates common “structural” properties of many networks

What is the benefit of understanding this network structure?
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Kidney Exchange: Swap Chains
Waiting list for kidney donation: approximately 100K in US and
growing (i.e., new patients added but many deaths while waiting).
The wait for a deceased donor could be 5 years and longer.
Live kidney donations becoming somewhat more common in N.A. to
get around waiting list problems: requires donor-recipient pairs
Exchange: supports willing pairs who are incompatible

1 allows multiway-exchange
2 supported by sophisticated algorithms to find matches

But what if someone renegs? ⇒ Cyclyes require simultaneous
transplantation; Paths require altruisitic an donor!

Figure: Dartmouth-Hitchcock Medical Center, NH, 2010
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Communities: Karate club division

Karate Club social network, Zachary 1977

3.6. ADVANCED MATERIAL: BETWEENNESS MEASURES AND GRAPH PARTITIONING71
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Figure 3.13: A karate club studied by Wayne Zachary [421] — a dispute during the course
of the study caused it to split into two clubs. Could the boundaries of the two clubs be
predicted from the network structure?

A second example, in Figure 3.13, is a picture of the social network of a karate club studied

by Wayne Zachary [421] and discussed in Chapter 1: a dispute between the club president

(node 34) and the instructor (node 1) led the club to split into two. Figure 3.13 shows the

network structure, with the membership in the two clubs after the division indicated by the

shaded and unshaded nodes. Now, a natural question is whether the structure itself contains

enough information to predict the fault line. In other words, did the split occur along a weak

interface between two densely connected regions? Unlike the network in Figure 3.12, or in

some of the earlier examples in the chapter, the two conflicting groups here are still heavily

interconnected. So to identify the division in this case, we need to look for more subtle

signals in the way in which edges between the groups e↵ectively occur at lower “density”

than edges within the groups. We will see that this is in fact possible, both for the definitions

we consider here as well as other definitions.

A. A Method for Graph Partitioning

Many di↵erent approaches have been developed for the problem of graph partitioning, and

for networks with clear divisions into tightly-knit regions, there is often a wide range of

methods that will prove to be e↵ective. While these methods can di↵er considerably in their

specifics, it is useful to identify the di↵erent general styles that motivate their designs.

Figure: Karate club splis into two clubs (or communities)
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Communities: 2004 Political blogsphere

Figure 1: Community structure of political blogs (expanded set), shown using utilizing a GEM
layout [11] in the GUESS[3] visualization and analysis tool. The colors reflect political orientation,
red for conservative, and blue for liberal. Orange links go from liberal to conservative, and purple
ones from conservative to liberal. The size of each blog reflects the number of other blogs that link
to it.

longer existed, or had moved to a different location. When looking at the front page of a blog we did
not make a distinction between blog references made in blogrolls (blogroll links) from those made
in posts (post citations). This had the disadvantage of not differentiating between blogs that were
actively mentioned in a post on that day, from blogroll links that remain static over many weeks [10].
Since posts usually contain sparse references to other blogs, and blogrolls usually contain dozens of
blogs, we assumed that the network obtained by crawling the front page of each blog would strongly
reflect blogroll links. 479 blogs had blogrolls through blogrolling.com, while many others simply
maintained a list of links to their favorite blogs. We did not include blogrolls placed on a secondary
page.

We constructed a citation network by identifying whether a URL present on the page of one blog
references another political blog. We called a link found anywhere on a blog’s page, a “page link” to
distinguish it from a “post citation”, a link to another blog that occurs strictly within a post. Figure 1
shows the unmistakable division between the liberal and conservative political (blogo)spheres. In
fact, 91% of the links originating within either the conservative or liberal communities stay within
that community. An effect that may not be as apparent from the visualization is that even though
we started with a balanced set of blogs, conservative blogs show a greater tendency to link. 84%
of conservative blogs link to at least one other blog, and 82% receive a link. In contrast, 74% of
liberal blogs link to another blog, while only 67% are linked to by another blog. So overall, we see a
slightly higher tendency for conservative blogs to link. Liberal blogs linked to 13.6 blogs on average,
while conservative blogs linked to an average of 15.1, and this difference is almost entirely due to
the higher proportion of liberal blogs with no links at all.

Although liberal blogs may not link as generously on average, the most popular liberal blogs,
Daily Kos and Eschaton (atrios.blogspot.com), had 338 and 264 links from our single-day snapshot

4
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Communities: 2017 Twitter online discourse
regarding Black Lives Matter

Disinformation as Collaborative Work 7	
 
4.1 Case Study 1: Trolling Operations by the Internet Research Agency Targeting U.S. 

Political Discourse (2015-2016) 
It	 is	 now	 widely	 recognized	 that	 the	 Internet	 Research	 Agency	 in	 St.	 Petersburg	 (RU-IRA)	 was	
conducting	a	years-long	information	operation	on	social	media	that	was	leveraged,	in	part,	to	influence	
political	views	in	the	United	States	leading	up	to	the	2016	election.	Evidence	supporting	this	view	has	
been	reported	in	academic	research	[41],	investigative	journalism	[65],	intelligence	committee	reports	
[58],	and	by	the	platforms	themselves	[92,	93,	101].		

Our	 lab	 initially	 encountered	 these	 operations	 accidentally,	 while	 studying	 other	 online	
phenomena—in	 particular,	 online	 discourse	 about	 the	 #BlackLivesMatter	movement.	 In	November	
2017,	we	published	a	paper	[87]	about	that	highly	polarized	discourse	on	Twitter,	examining	“framing	
contests”	between	politically	left-leaning,	pro-#BlackLivesMatter	accounts	and	politically	right-leaning,	
anti-#BlackLivesMatter	 accounts.	 Shortly	 after	 publication,	 the	 U.S.	 House	 of	 Representatives	
Intelligence	 Committee	 released	 a	 list	 of	 Twitter	 accounts	 that	 had	 been	 determined	 to	 have	 been	
operated	by	the	RU-IRA	[94].	Upon	first	seeing	that	 list	of	accounts,	we	recognized	several	 from	our	
study,	 including	 some	 that	we	had	 featured	 in	our	paper.	After	 systematically	 cross-checking	 those	
accounts	against	our	#BlackLivesMatter	data,	we	found	that	RU-IRA	accounts	were	embedded	in,	and	
in	some	cases	quite	influential	within,	both	“sides”	of	that	polarized	conversation	(see	Figure	1).	Later,	
Twitter	released	a	full	data	set	of	all	of	these	accounts	and	all	of	their	tweets,	and	we	were	able	to	see	
how	the	conversation	we	had	studied	(#BlackLivesMatter)	fit	within	the	broader	operations	of	the	RU-
IRA.	As	it	turned	out,	we	had	stumbled	into	a	significant	element	of	their	operation.	

4.1.1 Data and Methods:  This	case	study	incorporates	four	different	stages	of	analysis,	each	based	
on	different	data.	It	begins	with	our	initial	#BlackLivesMatter	study	[87],	relying	on	data	collected	from	
Twitter	related	to	shooting	events	in	2016.	It	then	shifts	to	focus	specifically	upon	the	role	of	RU-IRA	
accounts	in	that	same	dataset	[3],	and	then	pulls	back	to	examine	the	online	activities	of	those	accounts	
more	broadly	through	qualitative	analysis	based	on	available	trace	data,	accessed	through	the	Internet	
Archive	[90].	Finally,	it	makes	use	of	the	more	recently	released	archive	of	RU-IRA	operations	[93]	to	
add	important	context	to	earlier	findings	by	examining	the	entire	scope	of	those	operations.	Though	the	
specific	 analyses	varied	across	 the	different	parts	of	 this	 study,	 each	was	 informed	by	our	broader	
methodological	 approach,	 which	 deeply	 integrates	 qualitative	 and	 quantitative	 (including	 visual)	
methods	to	provide	a	grounded,	interpretative	explanation	of	the	phenomena.	

 

Fig.	1.	Retweet	Network	Graph:	RU-IRA	Agents	in	#BlackLivesMatter	Discourse.	The	graph	
(originally	published	[3])	shows	accounts	active	in	Twitter	conversations	about	

#BlackLivesMatter	and	shooting	events	in	2016.	Each	node	is	an	account.	Accounts	are	closer	
together	when	one	account	retweeted	another	account.	The	structural	graph	shows	two	

distinct	communities	(pro-BlackLivesMatter	on	the	left;	anti-BlackLivesMatter	on	the	right).	
8   

 
PACMHCI, Vol. X, No. CSCW, Article Z. Publication Date: TBD. 

Accounts	colored	orange	were	determined	by	Twitter	to	have	been	operated	by	Russia’s	
Internet	Research	Agency.	Orange	lines	represent	retweets	of	those	account,	showing	how	their	

content	echoed	across	the	different	communities.		
The	graph	shows	IRA	agents	active	in	both	“sides”	of	that	discourse.	

4.1.2  Synthesized Findings: RU-IRA Agents Targeted, Infiltrated, and Cultivated Politically Active 
Communities Online:   RU-IRA	 agents	 “worked”	 together	 through	 the	 operation	 of	 more	 than	 3000	
accounts	that	presented	 themselves	as	people	and	organizations.	About	half	were	active	 in	English-
language	discourse.	The	others	primarily	targeted	Russian-speaking	audiences.	Focusing	on	the	English-
language	accounts,	using	content	and	network	analysis,	we	identified	three	distinct	types	of	accounts:	
1)	 “local”	 news	 accounts	 that	 reposted	 headlines	 from	 actual	 news	 in	 those	markets;	 2)	 “hashtag	
warrior”	accounts	that	initiated	and	spread	humorous	hashtags	in	a	game-like	fashion	to	gain	attention	
and	followers;	and	3)	highly	personalized	accounts	enacting	politically	active	U.S.	citizens.	Among	the	
third	type,	there	were	two	distinct	groups,	one	with	accounts	that	impersonated	African	Americans	and	
#BlackLivesMatter	 activists,	 and	 another	 that	 impersonated	 white,	 politically	 active	 conservatives,	
primarily	from	southern	U.S.	states.		

RU-IRA	 accounts	 impersonating	 members	 of	 these	 two	 politically	 active	 groups—the	 African	
American	“left”	and	the	white,	conservative	“right”—created	about	one-third	(more	than	1M	tweets)	of	
all	the	English-language	tweets	posted	by	RU-IRA	accounts.	More	importantly,	this	rather	small	subset	
of	RU-IRA	accounts	(~300)	garnered	85%	of	all	English-language	retweets	(18.5M	retweets).	In	other	
words,	accounts	impersonating	activists	within	these	groups	were	about	a	third	of	the	RU-IRA’s	overall	
English-language	operations,	and	by	far	their	most	successful	in	terms	of	receiving	traction	in	the	online	
crowd.	Content	analysis	suggests	that	these	accounts	operated	towards	multiple	objectives	including:	
amplifying	 political	 divisions	 in	 the	 U.S.;	 criticizing	 and	 demotivating	 support	 for	 U.S.	 presidential	
candidate	Hillary	Clinton	on	the	left;	and	promoting	candidate	and	later	President	Trump	on	the	right.	

	

 

Fig.	2.	Example	#BlackLivesMatter	related	content	that	was	circulated	by	RU-IRA	social	media	
accounts	to	different	audiences.	

There	is	now	a	significant	body	of	evidence	documenting	how	RU-IRA	agents	targeted	the	African	
American	community,	in	part	by	impersonating	#BlackLivesMatter	activists	[3,	17,	75].	Our	analyses	
reveal	that	they	also	specifically	targeted,	and	had	some	success	infiltrating,	“grassroots”	conservative	
activist	 communities	(see	Figure	2	 for	 examples).	We	quote	 “grassroots”	here,	because	 some	of	 the	
communities	have	themselves	been	shaped	by	domestic	campaigns	to	build	conservative	networks	on	
Twitter.	A	notable	example	is	the	Patriotic	Journalist	Network	(PJNET),	a	group	of	Twitter	activists	that	
use	coordinated—and	in	some	cases	automated—tweeting	practices	to	simulate	or	trigger	virality	for	
conservative	messages	[87].	PJNET	is	an	online	organization	that	has	been	active	since	at	least	2014.	

Figure: From Starbird et al [2017, 2019]
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Communities and hierarchical structure: Email
communication

HP Research email communication network (436 employees)
Figure: Email communication amongst 436 employees of Hewlett Packard
Research Lab, superimposed on the Lab organizational hierarchy
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Protein-protein interaction network

Metabolic networks
Nodes: Metabolites and enzymes 

Edges: Chemical reactions

Protein-Protein Interaction Networks
Nodes: Proteins

Edges: ‘physical’ interactions
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The web as a directed graph of hyperlinks

Figure: A schematic picture of the bow tie structure of the 1999 Web. Although
the numbers are outdated, the structure has persisted. [Fig 13.7, EK textbook]

27 / 42



The current interest in networks
Clearly there are complex systems and networks that we are in
contact with daily.

The population of the world can be thought of as social network of
approximately 7.8 billion people. AS of January 2020, The people on
Facebook are a subnetwork of approximatley 2.9 billion active
monthly users of which 1.6 billion are daily users. *Different numbers
are reported in different sites.)

The language of networks and graph analysis provides a common
language and framework to study systems in diverse disciplines.
Moreover, networks relating to diverse disciplines may sometimes
share common features and analysis.

The ability to store and process massive amounts of data, makes
computational aspects of networks essential.

The current impact of social and information networks will almost
surely continue to escalate (even if Facebook and other social
networks are under increasing presure to protect privacy, eliminate
“bad actors”, and eliminate “divisive policies”).
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What can one accomplish by studying networks

We use networks as a model of real systems. As such, we always have to
keep in mind the goals of any model which neceessarily simplifies things to
make analysis possible.
In studying social and information networks we can hopefully

Discover interesting phenomena and statistical properties of the
network and the system it attempts to model.

Formulate hypotheses as to say how networks form and evolve over
time

Predict behaviour for the system being modeled.

Understand how special interests can target information and
misinformation to selected “communities”
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And how do we accomplish stated goals
Much of what people do in this research field is empirical analysis.
Researchers formulate network models, hypotheses and predictions and
then compare against the real world (or sometimes synthetically
generated) data.

Sometimes we can theoretically analyze properties of a network and then
again compare to real or synthetic data.

What are the challenges?

Real world data is sometimes hard to obtain. Like search enginess,
social networks treat much of what they do as proprietary.
Many graph theory problems are known to be computationally
difficult (i.e., NP hard) and given the size of many networks, results
can often only be approximated and even then this may require a
significant amount of specialized heuristics and approaches to help
overcome (to some extent) computational limitations.
And we are always faced with the difficulty of bridging the
simplification of a model with that of the many real world details.
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Social networks
A social network is a network G = (V ,E ) where the nodes in V are people
or organizations. Social networks can be undirected or directed networks.

The edges can be relations between people (e.g. friendship) or
membership of an individual in an organization.

Social networks can be of any size (e.g., a small network like the Karate
Club on slide 14 in the week 7 slides) or enormous networks like Facebook
and Twitter. We usually think of Facebook as an undirected graph (where
friendship is an undirected edge) and Twitter as a directed graph (i.e.,
where follows is a directed edge).

Understanding how networks evolve, the resulting structure of social
networks, and computational aspects for dealing with large networks is an
active field of study in CS as well as in sociology, political science,
economics, epidemiology, and any field that studies human behaviour. J.
Kleinberg’s 2000 analysis with regard to the six degrees of separation
phenomena is an early result that sparked interest in algorithmic aspects of
social networks.

31 / 42



End of Monday, November 29 class

We ended as we just began discussing the challenges of stuyding large
social networks. On Wednesday we we continue this discussion.

If time permits, I will breifly discuss some perhaps surprising studies that
give evidence as to how much information about relations (i.e., the edges)
between people (i.e. the nodes) can be extracted from just the graph
structure. This discussion will utilize graph concepts coming primarily from
social networks.
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The computational challenge presented by super
large networks

The size of some modern networks such as the web and social networks
such as Facebook are at an unprecedented scale.

As of November, 2021, Facebook has roughly 2.85 billion monthly active
users worldwide. The average facebook user has 155 friends which then
implies about 2.85 · 1552 ≈ 200 billion edges. It is interesting to note that
90% of daily active users are outside USA and Canada. See
https://www.omnicoreagency.com/facebook-statistics/ // for lots of
interesting demographic and other facts about Facebook.

What does this imply for the complexity of algorithms involving such super
large networks?
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Linear is the new exponential

In complexity theory (e.g. in the P vs NP issue that we will be discussing)
we say (as an abstraction) that polynomial time algorithms are “efficient”
and “exponential time” is infeasible. There are, of course, exceptions but
as an abstraction this has led to invaluable fundamental insights.

As problem instances have grown, there was a common saying that
“quadratic (time) is the new exponential”.

But with the emergence of networks such as the web graph and the
Facebook network, we might now say that “linear is the new exponential”
when it comes to extracting even the most basic facts about these
networks. For example, how do we even estimate the average node degree
in a giant network?

There are many facts about large networks that we would like to extract
from the network. For example, how do we find “influential” or
“interesting nodes” in a social network?
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Sublinear time algorithms

What is sublinear time?
In general when we measure complexity, we do so as a funtion of the
input/output size. For graphs G = (V ,E ), the size of the input is usually
the number of edges E . (An exception is that when the graph is presented
say as an adjacency matrix, the size is n2 where n = |V |.)

Since our interest is in massive information and social networks, we
consider sparse graphs (e.g. average constant degree) so that
|E | = O(|V |) and hence we will mean sublinear time as a function of n.
The desired goal will be time bounds of the form O(nα) with α < 1 and in
some cases maybe even O(log n) or polylog(n).

Given that optimal algorithms for almost any graph property will depend
on the entire graph, we will have to settle for approximations to an
optimum solution. Furthermore, we will need to sample the graph so as to
avoid having to consider all nodes and edges. And we will need a way to
efficiently access these massive graphs,
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Coping with massive social graphs continued

One way to help coping with massive networks is to hope to utilize some
substantial amount of parallelism. There is an area of current research
concerning massive parallel computation (MPC) models where (in
principle) we can achieve sublinear time by distributing computation
amongst a large (i.e., non constant) number of processors.

But even if we could muster and organize thousands of machines, we will
still need random samplng, approximation, and have highly efficient “local
information algorithms”.

Finally, in addition to random sampling and parallelism, we will have to
hope that social networks have some nice structural properties that can be
exploited to as to avoid complexity barriers that exist for arbitrary (sparse)
graphs. These complexity barriers are hopefully clear from our discussion
of complexity theory, NP completeness and NP hardness.
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Preferential attachment models
Preferential attachnment models (also called “rich get richer” models) are
probabilistic generative models explaining how various networks can be
generated. Namely, after starting with some small graph, when we add a
new node u, we create a number of links between u to some number m of
randomly chosen nodes v1, v2, . . . , vm. The probability of choosing a vi is
proportional to the current degree of vi . More generally, the probability of
choosing a node vi can be an increasing function of the degree,

These models have been used to help explain the structure of the web as
well as social networks. Furthermore, networks generated by such a
process have some nice structural properties allowing for substantially
more efficient algorithms than one can obtain for arbitrary graphs.

For such models, there are both provable analytic results as well as
experimental evidence on synthetic and real networks that support
provable results that follow from the model. (Remember, a model is just a
model and is not “reality”; as models are implifications of real networks,
they may not account for many aspects in a real network. For example, in
this basic model, all the edges for a new node are set upon arrival. 37 / 42



Consequences for networks generated by a
preferential attachment process

There are many properties, believed and sometimees proven. about
preferential attachment network models that do not hold for uniformly
generated random graphs (e.g., create sparse graphs with constant average
degree by choosing each possible edge with say probability proportional to
1
n ).

One of the most interesting and consequential proerties is that vertex
degrees satisfy a power law distribution in expectation. Specifically, the
expectation fraction P(d) of nodes whose degree is d is proportional to
d−γ for some γ ≥ 1. Such a distribution is said to have a fat tail.

In a uniformaly random sparse graph (with average degree davg ), with high
probability , the fraction of nodes having a large degree d > davg is
proportional to c−d for some c > 1.
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The Barabasi and Albert preferential model
Barabasi and Albert [1999] specified a particular preferential attachment
model and conjectured that the vertex degrees satisfy a power law in
which the fraction of nodes having degree d is proportional to d−3.

They obtained γ ≈ 2.9 by experiments and gave a simple heuristic
argument suggesting that γ = 3. That is, P(d) is proportional to d−3

Bollobas et al [2001] prove a result corresponding to this conjectured
power law. Namely, they show for all d ≤ n1/15 that the expected degree
distribution is a power law distribution with γ = 3 asymptotically (with n)
where n is the number of vertices.

Note: It is known that an actual realized distribution may be far from its
expectation, However, for small degree values, the degree distribution is
close to expectation.

When we say that a distribution P(d) is a power law distribtion this is
often meant to be a ”with high probaility” whereas results for networks
generated by a preferential attachment process the power law is usually
only in expectation. 39 / 42



Proven or observed properties of nodes in a social
network generated by preferential attachment
models

In addition to the power law phenomena suggesting many nodes with high
degree, other properies of social networks have been obseerved such as a
relatively large number of nodes u having some or all of properties such as
the following: .

high clustering coefficient defined as : (u,v),(u,w),(v ,w)∈E
(u,v),(u,w)∈E . That is,

mutual friend of u are likely to be friends.

high centrality ; e,g, nodes on many pairs of shortest paths.

Brautbar and Kearns refer to such nodes (as above) as “interesting
indiviudals” and these individuals might be candidates for being “highly
influential individuals”. Bonato et al [2015] refers to such nodes as the
elites of a social network.
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Other proven or observed properties of networks
generated by preferentical attachment models

correlation between the degree of a node u and the degrees of the
neighboring nodes.

graph has small diameter; suggesting “6 degrees of separation
phenomena”

relatively large dense subgraph communities.

rapid mixing (for random walks to approach stationary distribution)

relatively small (almost) dominating sets .

On my spring 2020 CSC303 web page, I posted a paper by Avin et al
(2018) that shows that preferential attachment is the only “rational
choice” for players (people) playing a simple natural network formation
game. It is the rational choice in the sense that the strategy of the players
will lead to a unique equilibrium (i.e. no player will want to deviate
assumming other players do not deviate). For those intersted, I have
posted (in my CSC303 webpage) a number of other papers on elites in a
social network and preferential attachment.
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The Small World Phenomena

I already mentioned the small worlds phenomena. A mathematical
explanation of this phenomiena (expecially how one hones in on a target
recipient) was given by J. Kleinberg in a network formation model that
explicitly forces a power law property.

The small world phenomena suggests that in a connected social network
any two individuals are likely to be connected (i.e. know each other
indirectly) by a short path. Moreover, such a path can be found in a
decentralized manner

In Milgram’s 1967 small world experiment, he asked random people in
Omaha Nebraska to forward a letter to a specified individual in a suburb of
Boston which became the origin of the idea of six degrees of separation.
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