Tussle in Cyberspace: Defining Tomorrow’s Internet
This paper explores one important reality that surrounds the Internet today: 
different stakeholders that are part of the Internet milieu have interests 
that may be adverse to each other, and these parties each vie to favor their

particular interests. This process is called “the tussle”. Today, there are 
many parties that are part of the Internet milieu including users, commercial

ISPs, private sector network providers, government, intellectual property 

rights holders and  providers of content and higher level services.

The paper offers two design principles to deal with tussles. First principle

is modularize the design along tussle boundaries, so that one tussle does not
spill over and distort unrelated issues. The second one is design for choice,
 to permit the different players to express their preferences. These two basic 
principle have other implications for design such as: choice often requires 

open interfaces, tussles often happen across interfaces, it matters if the 
consequence of choice is visible and tussles have different flavors and evolve 
over time.

Using aforementioned principles, authors try to present solutions in three 

tussle domains: economics, trust, and openness. From economic point of 

view, providers tussle as they compete, and consumers tussle with providers
to get the service they want at a low price. A desire for vigorous competition
would suggest that the consumer should have the choice to move from ISP

to ISP. Given that, the Internet design should incorporate mechanisms that 
make it easy for a host to change addresses and to have and use multiple 
addresses. Addresses should reflect connectivity, not identity, to modularize 
tussle. Another suggestion is municipal deployment of fiber as a neutral party 

to create a platform for competitors to provide higher level services.

Regarding trust concerns, paper suggests that there should be explicit ability to 
Select what third parties are used to mediate an interaction, and to act as an agent 
for the end-user in improving his trust in the operation. The parties must be able

to choose, so they can select third parties that they trust. Openness of the future 

Internet to innovation and deployment of new applications, and also giving the
choice to consumer to select best servers and services can be a prominent concern;

however, paper does not present any specific suggestion regarding this concern.

In general, I liked the paper. The paper examines network design regarding aspects
that engineers pay less attention to. I think these kinds of approaches to network 

design, similar to end-to-end principle, can give us a more profound view to

the path that Internet is traversing in future. Moreover, the organization of the paper

is good, and this helps reader to understand abstract subject of the paper.  

